**From:** Telstra Security Operations

**To:** test.itr@telstra.com

**Subject:** Create Firewall Rule about recent firewall bypass

—

**Body:**

Hello Incident Respond Team,

We have analysed recent firewall logs and identified potential indicators of the Spring4Shell vulnerability being exploited. Based on my findings, we should implement a firewall rule to block the following

**HTTP requests** to telstra.com

**HTTP methods** GET& POST

**Type of Attack:** RCE targeting Spring Framework via Spring4Shell.

**Traffic to Block:** Firewall rule for HTTP requests to specific URLs/paths using GET/POST with characteristic payload.

**Additional Information:** Research payload patterns and techniques for effective rule creation.

For any questions or issues, don’t hesitate to reach out to us.

Kind regards,

Telstra Security Operations